
All the world's major economic, political
and military powers are priority targets of
cyber-attackers. The Cyberthreat Handbook

4.3M intelligence officers, 470k approved for telework,
government officials, military personnel and their families

FOUO information is not confined to SCIFs and is
often spoken about without taking precaution

Software is not an ideal solution to preventing unwanted mic
activation due to a convenience and security trade off

DHS Use-Case
Securing High Value Targets (HVT's) & FOUO Information

Cyber terrorists &
hacker groups

Foreign
Governments

Few realize what they 'agreed' to in the Terms of
Service they accepted to use their devices and apps


